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McGraw-Hill Education - Europe, United States, 2016.
Paperback. Condition: New. Language: English . This book
usually ship within 10-15 business days and we will endeavor to
dispatch orders quicker than this where possible. Brand New
Book. Learn to defend crucial ICS/SCADA infrastructure from
devastating attacks the tried-and-true Hacking Exposed way
This practical guide reveals the powerful weapons and devious
methods cyber-terrorists use to compromise the devices,
applications, and systems vital to oil and gas pipelines,
electrical grids, and nuclear refineries. Written in the battle-
tested Hacking Exposed style, the book arms you with the skills
and tools necessary to defend against attacks that are
debilitating-and potentially deadly. Hacking Exposed Industrial
Control Systems: ICS and SCADA Security Secrets Solutions
explains vulnerabilities and attack vectors specific to
ICS/SCADA protocols, applications, hardware, servers, and
workstations. You will learn how hackers and malware, such as
the infamous Stuxnet worm, can exploit them and disrupt
critical processes, compromise safety, and bring production to
a halt. The authors fully explain defense strategies and offer
ready-to-deploy countermeasures. Each chapter features a
real-world case study as well as notes, tips, and cautions. *
Features examples, code samples, and screenshots of
ICS/SCADA-specific attacks* Offers step-by-step vulnerability
assessment and penetration test...
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Reviews

A new e book with a brand new standpoint. I am quite late in start reading this one, but better then never. I discovered
this ebook from my i and dad advised this publication to understand.
-- Ja da  Fr a necki II       

Here is the very best book i have got read through until now. I could possibly comprehended everything using this
composed e publication. You will not sense monotony at whenever you want of your time (that's what catalogues are
for concerning should you ask me).
-- Iz a ia h Schowa lter     
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